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COMPREHENSIVE MODEL OF COUNTERACTION AGAINST UNMANNED
AIRCRAFT BY FORCES AND MEANSMILITARY UNIT ON THE PROTECTION
OF AN IMPORTANT GOVERNMENT FACILITY (NUCLEAR INSTALLATION)

A comprehensive three-level model of countering unmanned aerial vehicles for the protection of nuclear
installations by the National Guard of Ukraine is presented. The comprehensive model consists of three parts:
a model of the buffer zone determination process, a model of unmanned aerial vehicles detection, and a model
of their destruction and/or neutralization. For the first time, a method for calculating the buffer zone is
proposed, taking into account the characteristics of unmanned aerial vehicles, response time, and reachable
zones of mobile fire groups. The possibility of using bistatic radar in the early target detection zone is
substantiated. The process of destroying unmanned aerial vehicles was modeled using a stochastic mass
service system of the M/M/n/m type with exit from the queue. The results of the study make it possible to
increase the effectiveness of the combat use of mobile fire groups in conditions of limited resources and adapt

the defense system to modern threats.

Keywords: unmanned aerial vehicles, nuclear installation, buffer zone, bistatic radar, mobile fire groups.

Statement of the problem. In the period from
2022 to 2025, Ukraine is experiencing a rapid
increase in the scale and intensity of the use of
strike unmanned aerial vehicles (UAVS) by the
enemy. If in 2022, kamikaze drone attacks were
mainly single in nature, then in 2024-2025 they
acquired a massive, wave and combined nature.
Thus, in the first half of 2025, more than 22,500
attacks by Shahed-136/Geran-2 UAVs and their
imitators were recorded [1], a significant part of
which was directed at energy and critical
infrastructure facilities, includingnuclear
installations (Figure 1).

Traditional approaches to protecting nuclear
facilities, which are based on the use of stationary
means of detecting and intercepting high-speed air
targets, have shown insufficient effectiveness
against small-sized, low-visibility and low-altitude
UAVs. An illustrative example is the incident at the
Chernobyl NPP on February 14, 2025, when a
kamikaze drone hit the protective shell of the Arch
of the new safe confinement, causing a hole with a
diameter of 6 m and damage to the crane system.

In response to new threats, mobile fire groups
(MFGs) equipped with small arms, man-portable
anti-aircraft  missile  systems (MANPADS),
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electronic warfare (EW) and detection equipment
were created. However, the lack of a clear
scientifically based approach to their deployment,
coordination, definition of the area of
responsibility and response time leads to a decrease
in their effectiveness. In addition, the lack of a
single integrated system that would combine radar
stations (RALS), optoelectronic means, EW means
and MFG in a spatio-temporal context does not
allow an adequate response to complex, multi-
vector attack scenarios.

Therefore, today there is a need to review the
principles of organizing the protection system of
nuclear facilities, taking into account new modern
threats and resource limitations for their protection.

Analysis of recent research and publications.
The publications closest in terms of issues to the
defined research direction are [2-8]. In the articles
[2, 3], a model of counteraction to UAVS is
proposed, in which the probability of their
detection is estimated, as well as the probability of
destruction using a queue-based system with
waiting and leaving the queue. At the same time,
the model does not consider the multi-level
counteraction structure and does not take into
account the dynamics of threats in space and time.
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Figure 1 — Dynamics of attacks by unmanned aerial vehicles of the Shahed type (Geran)
(Source developed by the authors based on [1])

In [4], a mathematical model of complex
countermeasures against unmanned aerial vehicles
based on the theory of Markov processes is
presented. The model is built using a mass service
model with heterogeneous service channels, which
reflects the diversity of means of detecting and
defeating UAVs. However, this model does not
take into account the influence of technical
characteristics of unmanned aerial vehicles, the
deployment and response time of means of
detecting and fire defeat, and geospatial
constraints.

In the source [5] the main focus is on the
development of a UAV countermeasure system,
which includes detection (optical, acoustic, radar,
radio monitoring), suppression (electronic warfare)
and control subsystems. The article focuses on non-
fire means (suppression and interception of
control), but does not consider integration with fire
means (anti-aircraft systems, large-caliber machine
guns, small arms) or physical barriers (nets,
protective domes), which are important for
protecting NPP elements from kamikaze drones.

In the article [6], a model for assessing the
effectiveness of an electronic warfare system
against UAVs based on a probabilistic approach is
considered. Despite the high level of detail of
individual subsystems, the model does not take into
account the spatio-temporal dynamics of air threats
and does not integrate electronic warfare into the
overall defense system of the facility.

The study [7] describes in detail modern active
means of countering UAVS, but does not assess
their effectiveness.

The paper [8] contains an important practical
review of modern means of combating unmanned

aerial vehicles, focusing on their characteristics
and development prospects, but does not offer a
structured model of countering UAVS. There is no
analysis of the integration of electronic warfare and
fire control means, taking into account their mutual
overlap of areas of action to increase effectiveness.

Thus, the analysis of literary sources showed
that the issue of implementing a comprehensive
approach that combines quantitative modeling,
modern detection methods, and adaptive response
mechanisms depending on the type of threats and
scenarios of the situation, as well as taking into
account the available forces and means of military
units, requires further research.

The purpose of the article is the development
of a comprehensive model for countering
unmanned aerial vehicles by the forces and means
of a military unit protecting an important state
facility (nuclear facility).

Summary of the main material. According to
combat experience, a UAV defense system should
be comprehensive and contain at least three
consecutive stages: detection, suppression, and
destruction of targets [9].

The authors of the article propose a UAV
countermeasure system for the military unit for the
protection of nuclear installations, which has a
three-level structure (Figure 2). The first level
(10-50 km) involves early detection of targets
using radar, IR cameras, acoustic sensors and
external target designation sources (for example,
"Virazh tablet", AeroScope). The second level
(3-10 km) is implemented by electronic warfare
means, in particular by GPS/GNSS suppression
systems and control channels, as well
as anti-drone rifles.
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Figure 2 — Graphic diagram of the organizational structure of the system for countering
unmanned aerial vehicles

The third level (1-3 km) is aimed at guaranteed
destruction of UAVs with small arms, anti-aircraft
weapons and MANPADS. The effectiveness of the
defeat depends on the accuracy of detection,
the choice of the point of fire contact and the
characteristics of the means of destruction.

In order to predict the likelihood of
counteraction to UAVs by the forceSs and means
of the military unit of the National Guard of
Ukraine in the specified areas A comprehensive
model of countering UAVs by the forces and
means of a military unit protecting an important
state facility (nuclear facility) has been
developed (Figure 3).

Within this UAV countermeasure system, one
of the proposed elements is the buffer zone
(Figure 2). It covers the space between the
maximum and minimum response limits and
defines the area within which the UAV must be
detected, classified and neutralized before it enters
the critical area of the facility. The buffer zone
integrates the first and second level means of the
system (detection and electronic warfare) and
creates conditions for the effective use of mobile
fire groups within the limited response time.

The parameters of the buffer zone are
determined using analytical expressions (1) — (9) of
block 1 (Figure 3). In particular, the minimum

boundary Rrwitn is defined as the sum of the UAV's

fall range D%V after exposure to damaging factors

and the maximum radius of destruction by the
RLJi{W after the UAV falls

[expression (1)]. Falling range D%V is calculated

by expression (2) and is considered for two cases:
1) loss of controllability after the action of
electronic warfare, which depends on the

aerodynamic quality coefficient of the UAV Kgé\rf

warhead

and altitude of loss of control HUAY

[expression (3)] [10];

2) hitting a UAV with firepower, which depends
on the speed of the UAV vYAY | initial velocity of
the fragments V, , flight altitude, debris departure

angles @, aerodynamic drag, shape and mass of
fragments [expression (4)] [11, 12].
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1. A model of the process for determining the
dimensions of a buffer zone for protecting a nuclear
power plant from unmanned aerial vehicles:
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3. Model of the process of destruction and/or
neutralization of unmanned aerial vehicles:
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2. Unmanned Aerial Vehicle Detection Model:
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Figure 3 — Structural diagram of a comprehensive model of countering unmanned aerial vehicles
by the forces and means of the military unit protecting an important state facility (nuclear installation)

UAV

Radius of damage by the UAV warhead Ryj;

after falling, which depends on the mass of the

. UAV - . .
explosive My~ and empirical coefficient Ky;; , is

determined by the empirical formula (5) [13].

In the Excel software environmentthe
dependences of the minimum threshold value were

obtained Rrwitn from various tactical and technical
characteristics (TTC) of the UAV (altitude, speed,
warhead mass, etc.). For example, Figure 4 shows
the dependences Rr?]'itn from the flight altitude for
different UAVs.
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Figure 4 — Dependence of the minimum boundary range on flight altitude for various unmanned
aerial vehicles
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(Figure 5) is determined by expression (6). Its \UAY
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Figure 5 — Scheme for determining the maximum boundary ( R:;X ) buffer zone of the nuclear

power plant protection

MFG reaction time TreactMEG pUAV

to hitting the target after its detection
[expression (7)] this is the total combat readiness ar—~ g g :
time T moving to a firing position T [expression (8)] will depend on the time of the
CR

mov

; . ... phit
: , , UAV's arrival to the maximum limit R
preparation for shooting Tprep. In this case, the Treq max

probability of successful preparation of the MFG and MFG reaction time Tz -
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Determining the boundaries of the buffer zone
of protection creates the basis for spatial planning
of the actions of the air defense unit of the military
unit for the protection of nuclear power plants
regarding protection against UAVs. However, an
effective response is only possible if air threats are

detected early, even before the UAV enters this
zone. One of the promising areas is the use of
mobile bistatic radar systems (BRLS) for target
detection (Figure 6), which use external illumination
signals (FM, DVB-T, GSM, etc.) [14, 15].

Figure 6 — Geometry of bistatic radar of unmanned aerial vehicles:

A-—receiving antenna; T — transmitting antenna; Ruav-rec — distance from the UAV to the receiving antenna;
Rir-uav — distance from the transmitting antenna to the UAV; D — distance from the receiving antenna
to the transmitting antenna (base); Dn — line-of-sight range; o — UAV azimuth, measured from the base;
¢ —UAV elevation angle, measured from the horizon; y — bistatic angle

Thus, one of the key places in the The main
advantages of this approach are stealth, low cost,
use of existing radiation sources, the ability to
create a coverage area of the required
configuration, and the ability to deploy quickly in
the field. These factors determine the feasibility of
using radar to detect UAVs during the protection of
critical infrastructure, in particular nuclear power
plants. In addition, when deploying the detection
position so that the target is between the transmitter
and receiver (i.e. y = 180°), one can expect an
improvement in the detection probability due to the
increased bistatic effective scattering surface
(ESS), especially when using shorter waves (higher
frequencies) [16].

Probability = of  detection Petect

[expression (10)] depends on the resolution, energy
characteristics of the backlight source (P, ,G,, 4 ),

geometry of the system placement (R, ), target
speeds VYAV | its EPRo, interference, spectral
characteristics of the signal S() and the time the

object stays in the detection zone.
Mathematical expressions (11)—(17) of block 2
(Figure 3) allow us to estimate the power of the

received signal P, signal-to-noise ratio SNR,

probability of detection Py and the maximum

range of the system (RAY, )  depending on the
max

characteristics of the transmitter, receiver, signal
type and target parameters [17-20]. To increase the
efficiency of decision-making, the model also
provides for the use of exponential approximation
of the detection probability [expression (16)],
which simplifies calculations in real time. Target
detection in the bistatic channel makes it possible
to form a sector of probable approach of the UAV
and further refine the calculation of the minimum
boundary and visibility zone for the positions of the
MFG.

The locations of the MFG should be located
outside the NPP at a distance not less than the
minimum boundary. As this distance increases, the
probability of preserving the facility increases, but
so does the need for greater resources. With limited
resources, the task of placing the MFG as close to
the perimeter as possible, taking into account the
available means, arises [21]. In this regard, for the
rational placement of MFG, it is necessary to
calculate the direct visibility zones taking into
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account the performance characteristics of optical,
optoelectronic and visual means, relief and weather
conditions. The determination of the direct
visibility zone from the location of the MFG is
carried out by the graph-analytical method using
geoinformation systems (for example, the software
complex "Kropiva", the information and
communication system "DELTA", etc.). When
solving this problem [expressions (18), (19)] using
the angles of closure (&,,) and UAV sighting
(syay ) determines the maximum range of UAV

detection by MFG personnel [22].
Weather conditions are taken into account by

the atmospheric transparency coefficient ki, [22],
which corrects the actual visibility range D, yis

[expression (20)]. Detection range Dgéfect adjusted
according to the technical characteristics of the
optoelectronic  devices  (minimum  angular
resolution 6, , lens diameter D,) and depends on

min !

the size of the UAV L [expressions (21), (22)]. The
positions of the MFG are determined by

the criterion Dyt yis < Dge(%ect , which guarantees the

probability of detecting a UAV by optoelectronic
means, taking into account nonlinear noise
statistics and the threshold signal-to-noise ratio
SNR, necessary to achieve Pgepecr = 0.5, as well
as the overlap of each point of space along a given
boundary with at least one MFG.

There is no queue

Overall probability of detecting a UAV Pd%g\clt

in the case of using several independent means
(bistatic, opto-electronic, visual) it is calculated by
formula (24).

Block 3 considers the process of destroying
and/or neutralizing UAVs by the forces and means
of the military unit for the protection of the NPP.
The use of fire weapons (air defense, small arms,
etc.) is carried out mainly within a predetermined
zone of guaranteed destruction or partially in a
buffer zone. Since the fire weapons of the MFG are
limited in quantity, and the arrival of UAVS is
random, the model is described by a mass service
system (of the M/M/n/m type with exit from the
queue) with a Poisson input flow (M) with intensity
4, which is defined by expression (25), exponential
service time (M) [expression (26)], n channels, and
a bounded queue of size m, which describes the
number of UAVs that can be simultaneously in the
affected area.

The process of destroying a single UAV has an
exponential distribution with intensity ££, which
is determined by expression (27). The opposite

process of missing the target, i.e. the UAV carries
out an attack or becomes unavailable for
destruction, occurs  with intensity |4
[expression (28)].

Stateful goal service model graph

Sj (=0, ..., m), where j is the number of targets

in the system, is shown in Figure 7.

e O=O=F=OF =0
u 2p nptv p+2\ np+1v np+(1+])v ' np+mv

Figure 7 — State graph of the air target servicing model

In order to determine the probabilities of the
states of the service model we use expressions

(29), (30), where p = p— — channel loading
7

coefficients and queue abandonment by targets,
respectively. Probability of successfully destroying

a UAV PdLéﬁt\r/ fire means, the MFG is calculated
using expression (31) [2].

The developed comprehensive model for
countering UAVs assumes that, along with fire
weapons, the protection system for important state

facilities, in particular nuclear power plants,
includes electronic warfare means. Then the
overall probability of neutralizing a UAV in a
defense system should be considered as a
combination of three probabilities: the overall
probability of successfully detecting a UAV -

Pd%é\clt ; average probability of suppression of UAV
onboard systems by electronic warfare means —

PEUVCV ; the probability of successful destruction of
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a UAV by fire weapons of the MFG — PdLé?t\r/ :

Since the use of both electronic warfare and fire
damage is possible only after the target is detected,
the final probability of successful counteraction of

the UAV Pc%ﬁm by the forces and means of the

military unit defending the nuclear installation is
calculated using expression (32).

Conclusions

The article develops a comprehensive model of
countering unmanned aerial vehicles by the forces
of the National Guard of Ukraine during the
defense of a nuclear installation, which makes it
possible to: determine the boundaries of the buffer
zone depending on the characteristics of air targets;
optimize the placement of mobile fire groups;
assess whether the MFG means are sufficient to
counter the expected flow of unmanned aerial
vehicles; determine the critical number of UAVs at
which the system is overloaded (high intensity of
exit from the queue); adequately model the process
of combat use of fire weapons of mobile fire groups
in the buffer zone of the NPP, taking into account
the probabilistic nature of the arrival of targets,
limitations of fire capabilities, as well as the critical
time interval during which effective neutralization
of targets is possible.

Unlike existing models [2, 4, 6], the developed
complex model takes into account the use of
mobile fire groups with the determination of their
location, using the approach of overlapping
visibility zones using GIS and early detection
systems using mobile bistatic radars.

A promising direction for further research is the
development of a method for assessing the
capabilities of military units of the National Guard
of Ukraine in the defense of nuclear installations,
taking into account the developed comprehensive
model of countering unmanned aerial vehicles.

References

1. Komanduvannia Povitrianykh Syl
Zbroinykh Syl Ukrainy. Ofitsiina publichna
storinka [Official public page]. Retrieved from:
https://surl.li/vwtihd (accessed 30 June 2025)
[in Ukrainian].

2.Sukonko S. M., Gorodnov V. P.,
Maliuha V. H., Holovan O. M. (2019). Model
protydii bezpilotnym litalnym aparatam sylamy ta

zasobamy viiskovykh chastyn z okhorony atomnykh
elektrostantsii  [Model of counteraction to
unmanned aerial vehicles by the forces and means
of military units protecting nuclear power plants].
Chest i zakon, no. 1 (68), pp. 12-22 [in Ukrainian].

3.Sukonko S. M., Gorodnov V. P.,
Kupriienko D. A. (2019). Kompleksna model
otsiniuvannia mozhlyvostei viiskovoi chastyny
Natsionalnoi hvardii Ukrainy z okhorony yadernoi
ustanovky [Comprehensive model for assessing the
capabilities of a National Guard military unit to
protect a nuclear facility]. Chest i zakon, no. 2 (69),
pp. 20-32 [in Ukrainian].

4.Cherneha V. M., Hudyma O. P.,
Plakhotnyi V. M., Plakhotna M. M. (2024).
Matematychna model  kompleksnoi  protydii
bezpilotnym litalnym aparatam [Mathematical
model of integrated UAV counteraction].
Povitriana mits Ukrainy, vol. 7, no. 2, pp. 43-49.
DOI: https://doi.org/10.33099/2786-7714-2024-2-
7-43-49 [in Ukrainian].

5.Shevchuk V. V., Kryvosheiev V. V.,
Shvets M. M. (2023). Vymohy do systemy borotby
z bezpilothymy litalnymy aparatamy
[Requirements for the system of combating
unmanned aerial vehicles]. Suchasni informatsiini
tekhnolohii u sferi bezpeky ta oborony, no. 2 (47),
pp. 142-148. DOI: https://doi.org/10.33099/2311-
7249/2023-47-2-133-138 [in Ukrainian].

6. Shovkoshytnyi 1. 1. (2024). Matematychna
model otsiniuvannia efektyvnosti systemy
radioelektronnoi borotby z bezpilotnymy litalnymy
aparatamy na oshovi imovirnisnoho pidkhodu
[Mathematical model for evaluating the
effectiveness of an electronic warfare system
against UAVs using a probabilistic approach].
Suchasni informatsiini tekhnolohii u sferi bezpeky
ta oborony, vol. 49, no. 1, pp. 35-44. DOI:
https://doi.org/10.33099/2311-7249/2024-49-1-
35-44 [in Ukrainian].

7. Zavatskyi  O. V., Talkin Yu. V,
Melnychenko A. V. (2024). Aktyvni sposoby
borotby iz bezpilotnymy litalnymy aparatamy u
suchasnykh umovakh vedennia boiovykh dii
[Active methods of combating unmanned aerial
vehicles under modern combat conditions].
Military Scientific Journal, no. 4, pp. 149-159.
DOl: https://doi.org/10.62524/msj.2024.2.4.17
[in Ukrainian].

8. Volotivskyi P. B., Honcharov O. V.,
Davydenko V. M., Mamonova N. L. (2024).
Sposoby ta zasoby protydii BPLA, yikh perevahy ta

134 ISSN 2078-7480. Yecms i 3axon Ne 3 (94)/2025



0. Rosliakov, S. Horielyshev. Comprehensive model of counteraction against unmanned
aircraft by forces and meansmilitary unit on the protection of an important
government facility (nuclear installation)

nedoliky [Methods and means of countering UAVS:
advantages and disadvantages]. Zbirnyk naukovykh
prats Derzhavnoho naukovo-doslidnoho instytutu
aviatsii. Kyiv : DNDIA, vol. 27, no. 20, pp. 52-62.
DOI:  https://doi.org/10.54858/dndia.2024-20-7
[in Ukrainian].

9. Babych A. P., Yeromenko O. O. (2024).
Arkhitektura systemy protypovitrianoi oborony
viisk i obiektiv na poli boiu v konteksti protydii
udarnym bezpilotnym litalnym aparatam
[Architecture of the air defense system for troops
and objects on the battlefield in the context of
countering strike unmanned aerial vehicles].
Vyprobuvannia ta sertyfikatsiia, vol. 2, no. 4,
pp. 75-80. DOI: https://doi.org/10.37701/ts.04.
2024.09 [in Ukrainian].

10. Lemko O. L., Hrebennikov S. O. (2015).
Osoblyvosti rozrakhunku aerodynamichnykh ta
lotno-tekhnichnykh kharakterystyk bezpilotnoho
litalnoho aparatu modulnoi konstruktsii [Features
of calculating aerodynamic and flight-technical
characteristics of a modular unmanned aerial
vehicle]. Visnyk Natsionalnoho tekhnichnoho
universytetu Ukrainy "Kyivskyi politekhnichnyi
instytut". Seriia: mashynobuduvannia, vol. 75,
no. 2, pp. 53-61 [in Ukrainian].

11. Anderson J. D. (2016). Fundamentals of
Aerodynamics. 6th ed. New York : McGraw-Hill
[in English].

12. Mueller T. J., DeLaurier J. D. (2003).
Aerodynamics of Small Vehicles. Annual Review
of Fluid Mechanics, vol. 35, pp. 89-111. DOI:
https://doi.org/10.1146/annurev.fluid.35.101101.1
61102 [in English].

13. Baum F. A,, Orlenko L. P., Andreev V. P.,
Buimov A. M., et al.; Orlenko L. P. (Ed.). (2011).
Explosion Physics. Beijing Science Press,
[in English].

14. Volkov P. Yu., Horielyshev S. A,
Oleshchenko O. A. (2021). Osoblyvosti pobudovy
bistatychnoi radiolokatsiinoi  systemy
prykhovanoho sposterezhennia za zonoiu okhorony
vazhlyvykh derzhavnykh obiektiv [Features of
constructing a bistatic radar system for covert
surveillance of the protection zone of critical state
facilities]. Chest i zakon, no. 3 (78), pp. 52-63
[in Ukrainian].

15. Horielyshev S., Boikov 1., Volkov P.,
Poberezhnyi A., Kondratenko A. (2021).

Comparison of the parameters of signals with
external illumination for supervision of the area for
the protection of important state objects.
EUREKA : Physics and Engineering, vol. 32,
no. 1, pp. 14-23. DOI: https://doi.org/10.21303/
2461-4262.2021.001607 [in English].

16. Horielyshev S. A., Volkov P. Yu,
Oleshchenko O. A. (2021). Kharakterystyky
radiolokatsiinoho rozsiiuvannia osoby-porushnyka
u systemi prykhovanoho radiolokatsiinoho
sposterezhennia [Characteristics of radar scattering
of an intruder in a covert radar surveillance
system]. Chest i zakon, no. 4 (79), pp. 20-32. DOI:
https://doi.org/10.33405/2078-7480/2021/4/79/
251495 [in Ukrainian].

17. Skolnik M. 1. (2001). Radar Handbook.
2nd ed. New York : McGraw-Hill [in English].

18. Willis N. J. (2005). Bistatic Radar. 2nd ed.
Raleigh, NC : SciTech Publishing [in English].

19. Mahafza B. R. (2013). Radar Systems
Analysis and Design Using MATLAB. 3rd ed.
Boca Raton, FL : CRC Press [in English].

20. Cherniakov M. (2007). Bistatic Radar:
Principles and Practice. Chichester : John Wiley &
sons. DOl: https://doi.org/10.1002/
9780470035085 [in English].

21. Babii Yu., Polishchuk V., Balahur L. et al.
(2024). Otsiniuvannia efektyvnosti  zakhystu
stratehichno vazhlyvykh obiektiv vid bezpilotnykh
litalnykh  aparativ  sylamy protypovitrianoi
oborony [Assessing the effectiveness of protecting
strategically important objects from unmanned
aerial vehicles by air defense forces]. Military
Science, vol. 2, no. 2, pp. 116-130. DOI:
https://doi.org/10.62524/msj.2024.2.2.10
[in Ukrainian].

22. Onopriienko O., Sporyshev K., Sinkevych S.
(2022). Heoinformatsiina model izoliatsiino-
obmezhuvalnykh zakhodiv (otochennia) raionu
zatoplennia sylamy Natsionalnoi hvardii Ukrainy
[Geoinformation model of isolation-restrictive
measures (encirclement) of a flooded area by the
forces of the National Guard of Ukraine]. Zbirnyk
naukovykh prats Natsionalnoi akademii
Derzhavnoi prykordonnoi sluzhby Ukrainy. Seriia:
viiskovi ta tekhnichni nauky. Khmelnytskyi :
NA DPSU, vol. 89, no. 4, pp. 203-225. DOI:
https://doi.org/10.32453/3.v89i4.1281
[in Ukrainian].

The article was submitted to the editorial office on 7 July 2025

ISSN 2078-7480. Yecmo i 3axon Ne 3 (94)/2025 135


https://www.google.com/search?q=July&rlz=1C1CFYW_ruUA1178UA1178&oq=%D0%9C%D0%95%D0%A1%D0%AF%D0%A6&gs_lcrp=EgZjaHJvbWUqDAgBECMYJxiABBiKBTIJCAAQRRg5GIAEMgwIARAjGCcYgAQYigUyDAgCECMYJxiABBiKBTIHCAMQABiABDIHCAQQABiABDIHCAUQABiABDIHCAYQABiABDIHCAcQABiABDIHCAgQABiABDIHCAkQABiABNIBCTg4MTlqMGoxNagCCLACAfEFxOfIV8h76zU&sourceid=chrome&ie=UTF-8&ved=2ahUKEwjB5qnm8beRAxWhIRAIHT02ChkQgK4QegYIAQgAEBY

0. Rosliakov, S. Horielyshev. Comprehensive model of counteraction against unmanned
aircraft by forces and meansmilitary unit on the protection of an important
government facility (nuclear installation)

YK [355.48:623.764:621.396.96]:621.039.58
O. B. Pocasixos, C. A. I'opennmen

KOMILJIEKCHA MOJIEJIb MMPOTUII BE3NLIOTHUM JITAJIbHUM AITAPATAM
CHJIAMHU TA 3ACOBAMU BIICbKOBOI YACTUHH 3 OXOPOHU
BAYKJIMBOT'O JIEPJKABHOI'O OF’EKTA (SIIEPHOI YCTAHOBKH)

Hooano xomnaexchy mpupisnegy Mmooenb NPOmMuodii Oe3niNOMHUM JIMATbHUM aAnapamam cuiamu
siticorxoeoi yacmunu Hayionanenoi eeapoii Ykpainu nio uac 30itichentsi 000poHu 10epHoi YCMAaHO6KU, WO
CKAA0AEMbCSL 3 emani GUAGIeHHs, padioereKmpouHoi npomudii ma 6ocnego2o ypaoicenhs. OCHOGHUM
eflemMenmom mooeni € 0ypepra 30Ha, o OXONTOE NPOCMIP MINC MAKCUMATbHUM I MIHIMATLHUM pYOescamu
peazysants U 6U3HAYAE 0OACMb, Y MexHcax sKOi mMaromev Oymu 3abe3neveni GuseieHHs, Kiacugixayis ma
3HEUKOONCEHHS De3NIIOMHUX TIMATbHUX anapamie 00 1020 6X00HCEHHs Yy KpumudHy 301y 00 ‘ckma. Hasedeno
MamemamuuHull anapam Oisi 6USHAYEHHsT napamempie Oy@epHoi 30HU 3 YPAXY8AHHAM XaAPAKMEPUCMUK
Oe3ninomuux imanvHux anapamié (sucoma, weuoKicms, 0OOU08e HABAHMAdCEHHs) | 3acobie npomuoil.
3okpema, epaxosano inepyitine nianepy8aHts OPOHIE NICIISL YPAICEHHS, PO3IbOM VIAMKIE, padiyc YPariCeHHs
001108010 YACTNUHOIO.

Ocobnusy ysazy npudineno inmezpayii MoOLIbHUX Oicmamu4Hux padiotoKAYIUHUX 3aC00i8 GUABTICHHS, K]
BUKOPUCMOBYIOMb 306HIUWHI cuenanu nioceiuyeannss (FM, DVB-T, GSM) i 3abe3neuyioms panne 6usAGIeHHs
yineu. Y pasi pozeopmanns nozuyii 6use1enHs max, wood Yino 3HAX00ULACS Midic nepedagadem i nputimayem
(moomo y = 180°), moowcna ouikyeamu nONINUIEHHS IMOBIDHOCIMI BUABLCHHA 6HACTIOOK NiO8UUEHOT
bicmamuynoi eqpekmueHoi N0BepPxXHI Po3Cito8ants, 0CoOOIUBO NIO YAC GUKOPUCAHHS KOPOTULUX XU (BUUUX
yacmom). PozensiHymo  MemooOuxy npocmopo8o2o  aHANi3y 30H  GUOUMOCHI I3  BUKOPUCTNAHHAM
T'IC-incmpymenmie 0151 ONMUMATLHO2O POSMILYEHHS MOOLILHUX BOCHEBUX 2PV

3anpononosano cmoxacmuuny mooens muny M/M/n/m 3 suxodom i3 uepeu, wo i00OpaNCye BUNAOKOBICHb
HAOX0O0JICEHHS. Oe3NIIOMHUX IIMALbHUX anapamie, oomedicenicms 3acodie npomunosimpsanol 0oboponu ma
4aco8i obmedicenHs Ha ixXHe 3Huuienns. 1{a modenv oac 3moey suznauumu umogiprnicme nponycky bIIJIA 3a
yM08 Macosoi amaxu. Imosipuicme ycniwmoi npomudii 6usHaAHAEMbCS AK KOMOIHayis imosipHocmel
susgienHs, Oii padioerekmpoHnoi bopomvbu ma @izuynoz2o 3nuujenHs, npuvomy PEB dae moswcausicmo
SHUBUMU UMOSIPHICIb NPOPUBY ue 00 8x00y Oe3NiNOMHUX TIMaibHUX anapamis y 6ygepHy 30HY.

Pospobnena xomnniekcha modenv npomudii Oe3NiNOMHUM NIMATLHUM ANAPAmMam YMONCIUBUMb OYIHKY
ehexmugnocmi cucmemu 3axucmy o0 ’€Kma, SUHAYEHHS KPUMUYHOI KibKocmi yinel, 3a AKoi cucmema
NepesanmaxicyeEmovcs, a maKoxic nioguuieHHs egheKmusHocmi uKopucmanta cuil i 3acobie Hayionanvuoi
28apoii Yxpainu nio uac saxucmy adeprux 06’ €xkmis.

Kntouoei cnosa: Oesninommui nimanvHi anapamu, s0epHa YCMAaHO8KA, OygepHa 30Ha, OicmamuuHa
padionoxayis, MOOLIbHI 802HeSI epynil.
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